1. AMAÇ
   * 1. Bu prosedürün amacı Bilgi Güvenliği kapsamında kurum ağında yer alan kaynaklara (sunucu, veri tabanı, servisler) uzaktan erişim için uyulması gereken kuralları anlatmak ve alınacak tedbirleri tanımlamaktır.
2. KAPSAM
   * 1. Bu prosedür, Gaziantep İl Sağlık Müdürlüğü ve bağlı sağlık tesislerindeki tüm bilgi varlıklarını, personelleri, Gaziantep İl Sağlık Müdürlüğü ile bağlı tüm birim/sağlık tesislerine mal ve/veya hizmet sunan Yüklenici firmaları kapsamaktadır.
3. PROSEDÜR METNİ
   * 1. Uzaktan erişim için yalnızca SSL VPN uygulaması kullanılacak olup erişecek olan kullanıcı UZAKTAN ERİŞİM SÖZLEŞMESİ’ni doldurmak zorundadır.
     2. Uzaktan Erişim Sözleşmesi sağlık tesisleri aracılığıyla onaylanıp/imzalanarak İSM’ye gönderilir. İSM tarafından form kontrolleri yapıldıktan sonra bağlantı kuracak kişi/firmalar ile iletişime geçilip yetkiler tanımlanır. Bağlantı için tanımlanan kullanıcı bilgileri kapalı zarf içerisinde resmi yazıyla bağlantı talep eden sağlık tesisine gönderilir. Sağlık tesisi ilgili bilgileri kişi ya da firmaya bildirir.
     3. Bağlantı süresi sonu, sözleşme iptali/bitimi, her türlü fesih işlemleri vb. durumunda uzaktan bağlantının sonlandırılması için ilgili işlemlerin takibinin yapılması sağlık tesisinin sorumluluğundadır.
     4. Uzaktan erişim yapacak olan tüm gerçek ya da tüzel kişiler İSM BGYS Politikasında belirtilen 3. Dayanak maddesinde bulunan yasal mevzuat çerçevesinde hareket etmek, ilgili politika ve destek dokümanlarında belirtilen tüm bilgi güvenliği hususlarına uymakla yükümlüdür. Aksi takdirde bilgi güvenliği disiplin prosedüründe belirtilen yasal yaptırımlarla karşı karşıya kalacaktır.